Asmens duomenų tvarkymo ir duomenų

 subjektų teisių įgyvendinimo valstybinės

 archyvų sistemos įstaigose taisyklių

 8 priedas

**(Pranešimo apie asmens duomenų saugumo pažeidimą forma)**



**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(valstybinės archyvų sistemos įstaigos pavadinimas)*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(valstybinės archyvų sistemos įstaigos duomenys)*

|  |
| --- |
|  |
| Valstybinei duomenų apsaugos inspekcijaiL. Sapiegos g. 17, 10312 VilniusEl. paštas: ada@ada.lt*arba* *Duomenų subjekto vardas, pavardė,**adresas ar elektroninio pašto adresas* |  |  |
|  |
| **PRANEŠIMAS** **APIE ASMENS DUOMENŲ SAUGUMO PAŽEIDIMĄ** |
|  |
|  |  | Nr. |  |  |
|  | *(data)* |  |  |  |

**1. Asmens duomenų saugumo pažeidimo apibūdinimas**:

1.1. Asmens duomenų saugumo pažeidimo data \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, laikas \_\_\_\_\_\_\_\_\_\_\_\_;

1.2. Asmens duomenų saugumo pažeidimo nustatymo data \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, laikas \_\_\_\_\_\_\_\_\_\_\_\_\_\_;

1.3. asmens duomenų saugumo pažeidimo vieta[[1]](#footnote-1): ­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­­\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_;

1.4. asmens duomenų saugumo pažeidimo aplinkybės[[2]](#footnote-2): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_;

1.5. Apytikslis duomenų subjektų, kurių asmens duomenų saugumas pažeistas, skaičius ir kategorijos;

1.6. Asmens duomenų, kurių saugumas pažeistas, skaičius ir kategorijos[[3]](#footnote-3): \_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_;

1.7. kita, duomenų valdytojo nuomone, reikalinga informacija: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

2. Galimos asmens duomenų saugumo pažeidimo pasekmės: ­­­­­­­­­­­­­­­­­­­­­­­­­­­­\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

3. Priemonės, kurių imtasi arba siūloma imtis, kad būtų pašalintas asmens duomenų saugumo pažeidimas arba sumažintos pažeidimo pasekmės: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

4. Duomenys apie duomenų subjektų informavimo apie asmens duomenų saugumo pažeidimą faktą[[4]](#footnote-4): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_:

4.1. būdas, kaip duomenų subjektai buvo informuoti[[5]](#footnote-5): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_;

4.2. informuotų duomenų subjektų skaičius: ­\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

5. Pranešimo pateikimo Valstybinei duomenų apsaugos inspekcijai vėlavimo priežastys[[6]](#footnote-6): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

6. Kita reikšminga informacija: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

7. Asmuo galintis suteikti daugiau informacijos apie asmens duomenų saugumo pažeidimą (duomenų apsaugos pareigūnas ar kitas kontaktinis asmuo)[[7]](#footnote-7): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| *(pareigų pavadinimas)* |  | *(parašas)* |  | *(vardas ir pavardė)* |

1. Nurodoma, ar tai informacinė sistema, duomenų bazė, tarnybinė stotis, debesų kompiuterijos paslaugos, nešiojami ar mobilūs įrenginiai, neautomatiniu būdu susistemintos bylos (archyvas) ar kita. [↑](#footnote-ref-1)
2. Nurodoma, ar tai asmens duomenų konfidencialumo praradimas (neautorizuota prieiga ar atskleidimas), asmens duomenų integralumo praradimas (neautorizuotas asmens duomenų pakeitimas), asmens duomenų valdymo kontrolės praradimas (asmens duomenų praradimas, sunaikinimas). [↑](#footnote-ref-2)
3. Nurodoma, ar tai asmens tapatybę patvirtinantys duomenys (vardas, pavardė, amžius, gimimo data, lytis ir kt.), specialiųjų kategorijų duomenys (duomenys, atskleidžiantys rasinę ar etninę kilmę, politines pažiūras, religinius ar filosofinius įsitikinimus, narystę profesinėse sąjungose, genetiniai duomenys, biometriniai duomenys, sveikatos duomenys, duomenys apie lytinį gyvenimą ar lytinę orientaciją), duomenys apie apkaltinamuosius nuosprendžius ir nusikalstamas veikas, prisijungimo duomenys ir (ar) asmens identifikaciniai numeriai (asmens kodas, mokėtojo kodas, slaptažodžiai ir kt.), kiti duomenys ar pranešimo teikimo metu duomenų kategorija nežinoma. [↑](#footnote-ref-3)
4. Nurodoma data, kada duomenų subjektai buvo informuoti apie pažeidimą. Jei duomenų subjektai apie pažeidimą dar nebuvo informuoti, bet tai bus padaryta, nurodoma data, kada tai bus padaryta. Jeigu duomenų subjektai nebuvo informuoti, nurodomos neinformavimo priežastys. [↑](#footnote-ref-4)
5. Nurodyti būdus: paštu, elektroniniu paštu ar kitais būdais. [↑](#footnote-ref-5)
6. Pildoma, jeigu pranešimas teikiamas praėjus daugiau kaip 72 val. po pažeidimo paaiškėjimo. Jei pranešimas yra teikiamas duomenų subjektui nepildoma. [↑](#footnote-ref-6)
7. Nurodomos valstybinės archyvų sistemos įstaigos pavadinimas, pareigos, vardas, pavardė, telefono numeris, elektroninio pašto adresas. [↑](#footnote-ref-7)